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MAILWARE DETECTION AND COMPUTER
MONITORING METHODS

BACKGROUND

Malicious software (e.g., “malware™) presents a serious
hazard to computer systems and devices. Once present on a
computing system or device malware can, amongst other
effects, appropriate personal, financial or otherwise sensitive
information, and hinder or wholly prevent proper system
performance. Despite efforts to block or remove malware
from systems, such as the use of antivirus software programs,
it is estimated that millions of computing systems are infected
with some form of malware. The widespread presence of
malware is due in part to the extent and diversity of malware
variants. Indeed, malware can take the form of viruses,
worms, bots, Trojan horses, rootkits, keyloggers, spyware,
adware, and ransomware, amongst others, and new types of
each are being made constantly.

Typical methods for protecting computing devices from
malware utilize code signatures from known malware vari-
ants. For example, techniques such as deep packet inspection
can be used to examine all data or files entering a network and
compare it to known malware signatures. If some or all of the
incoming code matches a known signature, the data or file is
denied access. These methods, however, rely on discovering
and identifying malware signatures. Because so many new
malware variants are being constantly created the computing
system is still vulnerable to these new variants whose signa-
tures have not been identified. Malware capable of mutating
its own code can also avoid detection by these techniques by
changing its code from the identified signature.

Various heuristic analysis techniques can be used to
attempt to detect the presence of currently unknown types of
malware by evaluating the traits of individual files. For
example, some heuristic techniques scan the code of files for
flagged characteristics that are indicative of malware or
execute the files in a protected environment, such as a sand-
box, and analyze the attempted actions of the file. These
heuristic techniques often result in false positives and the
subsequent quarantine of benign files, however, and the inten-
sive amount of analysis required can consume an undesirable
amount of system resources.

Even combining these forms of analysis, the ever expand-
ing scope of malware variants can provide malware that
escapes these detection methods and may not be promptly
recognized, ifat all, as being present on a computing device or
network. Therefore, it would be desirable to provide addi-
tional detection techniques that can promptly indicate the
presence of malware, even if a currently unidentified variant
of malware, without falsely identifying truly acceptable files
or consuming an undesirable amount of system resources in
the process.

Additionally, as part of a network security strategy, infor-
mation technology (“IT”) professionals and similar employ-
ees often ask users to only utilize previously approved soft-
ware rather than installing additional programs that could
potentially compromise the security of the user’s computing
device or the network as a whole. Despite this, users may still
install additional programs on their own computing devices.
As such actions can unwittingly comprise the security of their
own computing device or network, it would also be desirable
to provide techniques of indicating the presence of unautho-
rized software on a user’s computing device.

SUMMARY

The following presents a simplified summary ofthe present
disclosure in order to provide a basic understanding of some
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aspects of the present disclosure. This summary is not an
extensive overview of the present disclosure. It is not intended
to identify key or critical elements of the present disclosure or
to delineate the scope of the present disclosure. The following
summary merely presents some concepts of the present dis-
closure in a simplified form as a prelude to the more detailed
description provided below.

In accordance with one aspect a method is disclosed, the
method comprising installing at least one benign malware
indicator on one or more computing devices, monitoring the
one or more computing devices for the at least one benign
malware indicator, and responsive to determining that the at
least one benign malware indicator is no longer detected as
present on at least one of the one or more computing devices,
sending a notification indicating that the at least one benign
malware indicator is no longer detected as present on the at
least one of the one or more computing devices.

In certain exemplary embodiments, the method further
comprises, responsive to detecting removal of the at least one
benign malware indicator from the at least one of the one or
more computing devices, performing an antivirus scan on the
at least one of the one or more computing devices where the
at least one benign malware indicator is no longer present,
while in others it further comprises, responsive to detecting
removal of the at least one benign malware indicator from the
atleast one of the one or more computing devices, updating an
antivirus program before performing the antivirus scan on the
at least one of the one or more computing devices, and
wherein the antivirus scan is performed on the at least one of
the one or more computing devices subsequent to the antivi-
rus program being updated.

In various exemplary embodiments, the method further
comprises, responsive to detecting removal of the at least one
benign malware indicator from the at least one of the one or
more computing devices, identifying a plurality of software
programs installed on the one or more computing devices,
comparing each of the plurality of software programs to alist
of approved software programs to identify one or more unau-
thorized software programs installed on at least one of'the one
or more computing devices, and sending a notification indi-
cating that the one or more unauthorized software programs
are installed on the at least one of the one or more computing
devices. In some of these embodiments, the identified,
approved and unauthorized software programs comprise anti-
virus programs.

In some exemplary embodiments, the at least one benign
malware indicator is an installed malware program, and the
method further comprises configuring an antivirus program
used to protect the one or more computing devices to prevent
one or more undesired effects attributable to the installed
malware. In various embodiments, the monitoring of the one
or more computing devices for the at least on benign malware
indicator comprises using at least one of a subject and
observer pattern, one or more polling techniques, or one or
more push techniques. In certain embodiments, the at least
one benign malware indicator comprises at least one of a
known malware signature, a hook, a kernel driver, a new or
modified dynamic link library (“DLL”) file, a modified reg-
istry key, a modified system file, a connection and socket, an
application program interface (“API”) function, or packed
code.

In accordance with another aspect, an apparatus is dis-
closed, the apparatus comprising at least one processor and at
least one non-transitory computer-readable medium having
stored therein computer executable instructions, that when
executed by the at least one processor, cause the apparatus to
install at least one benign malware indicator on one or more
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computing devices, detect removal of the at least one benign
malware indicator from at least one of the one or more com-
puting devices, and responsive to detecting removal of the at
least one benign malware indicator from at least one of the
one or more computing devices, send a notification indicating
removal of the at least one benign malware indicator from the
at least one of the one or more computing devices.

In accordance with yet another aspect, one or more non-
transitory computer-readable media are provided, the media
storing computer-readable instructions that, when executed
by at least one computer, cause the at least one computer to
install at least one benign malware indicator on one or more
computing devices, monitor the one or more computing
devices for the at least one benign malware indicator, detect
that the at least one benign malware indicator is no longer
present on at least one of the one or more computing devices,
and responsive to detecting that the at least one benign mal-
ware indicator is no longer present on the at least one of the
one or more computing devices, send a notification indicating
that the at least one benign malware indicator is no longer
present on the at least one of the one or more computing
devices, perform an antivirus scan on each of the at least one
of the one or more computing devices, disable a network
connection of each of the at least one of the one or more
computing devices, or a combination thereof.

These summary descriptions are merely exemplary. In cer-
tain embodiments, the methods, apparatuses, and non-transi-
tory computer-readable media comprise additional combina-
tions or substitutions. Moreover, any ofthe features discussed
in the exemplary embodiments of one aspect may be features
of embodiments of any other aspect discussed herein.

BRIEF DESCRIPTION OF THE DRAWINGS

Exemplary embodiments of the disclosure will now be
described by way of example only and with reference to the
accompanying drawings, in which:

FIG. 1 illustrates a schematic diagram of a general-purpose
digital computing environment in which certain aspects of the
present disclosure may be implemented.

FIG. 2 is an illustrative block diagram of workstations and
servers that may be used to implement the processes and
functions of certain embodiments of the present disclosure.

FIG. 3is aflowchart of an exemplary method inaccordance
with one or more embodiments.

FIG. 4is aflowchart of an exemplary method inaccordance
with one or more additional embodiments.

DETAILED DESCRIPTION OF EMBODIMENTS

The embodiments, apparatuses and methods described
herein provide methods, apparatuses, and one or more non-
transitory computer-readable media. In accordance to some
aspects, the methods, apparatuses, and one or more non-
transitory computer-readable media relate to techniques for
detecting malware and/or monitoring a computing device.
These and other aspects, features and advantages of certain
embodiments will be further understood by those skilled in
the art from the following description of exemplary embodi-
ments. In the following description of the various embodi-
ments, reference is made to the accompanying drawings,
which form a part hereof, and in which is shown by way of
illustration, various embodiments in which the disclosure
may be practiced. It is to be understood that other embodi-
ments may be utilized and structural and functional modifi-
cations may be made.
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Various aspects described herein may be embodied as a
method, a data processing system, and/or a computer pro-
gram product. Accordingly, those aspects may take the form
of an entirely hardware embodiment, an entirely software
embodiment and/or an embodiment combining software and
hardware aspects. Furthermore, such aspects may take the
form of a computer program product stored by one or more
non-transitory computer-readable storage media having com-
puter-readable program code, or instructions, embodied in or
on the storage media. The term “computer-readable medium”
or “computer-readable storage medium” as used herein
includes not only a single medium or single type of medium,
but also a combination of one or more media and/or types of
media. Such a non-transitory computer-readable medium
may store computer-readable instructions (e.g., software)
and/or computer-readable data (i.e., information that may or
may not be executable). Any suitable computer readable
media may be utilized, including various types of tangible
and/or non-transitory computer readable storage media such
as hard disks, CD-ROMs, optical storage devices, magnetic
storage devices, and/or any combination thereof.

Aspects of the method steps disclosed herein may be
executed on one or more processors on a computing device
101. Such processors may execute computer-executable
instructions stored on non-transitory computer-readable
media. The disclosure may also be practiced in distributed
computing environments where tasks are performed by
remote processing devices that are linked through a commu-
nications network. In a distributed computing environment,
program modules may be located in both local and remote
computer storage media including memory storage devices.

FIG. 1 illustrates a block diagram of a generic computing
device 101 (e.g., a computer server) that may be used accord-
ing to an illustrative embodiment of the disclosure. The com-
puting device 101 may have a processor 103 for controlling
overall operation of the server and its associated components,
including RAM 105, ROM 107, input/output module 109,
and memory 115.

Input/Output (I/0) 109 may include a microphone, keypad,
touch screen, camera, and/or stylus through which a user of
computing device 101 may provide input, and may also
include one or more of a speaker for providing audio output
and a video display device for providing textual, audiovisual
and/or graphical output. Other 1/O devices through which a
user and/or other device may provide input to device 101 also
may be included. Software may be stored within memory 115
and/or storage to provide instructions to processor 103 for
enabling computing device 101 to perform various functions.
For example, memory 115 may store software used by the
computing device 101, such as an operating system 117,
application programs 119, and an associated database 121.
Alternatively, some or all of server 101 computer executable
instructions may be embodied in hardware or firmware (not
shown). As described in detail below, the database 121 may
provide centralized storage of characteristics associated with
individuals, allowing interoperability between different ele-
ments of the business residing at different physical locations.

The computing device 101 may operate in a networked
environment supporting connections to one or more remote
computers, such as terminals 141 and 151. The terminals 141
and 151 may be personal computers or servers that include
many or all of the elements described above relative to the
computing device 101. The network connections depicted in
FIG. 1 include a local area network (LAN) 125 and a wide
area network (WAN) 129, but may also include other net-
works. When used in a LAN networking environment, the
computing device 101 is connected to the LAN 125 through a
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network interface or adapter 123. When used in a WAN net-
working environment, the computing device 101 may include
a modem 127 or other means for establishing communica-
tions over the WAN 129, such as the Internet 131. It will be
appreciated that the network connections shown are illustra-
tive and other means of establishing a communications link
between the computers may be used. The existence of any of
various well-known protocols such as TCP/IP, Ethernet, FTP,
HTTP and the like is presumed.

Computing device 101 and/or terminals 141 or 151 may
also be mobile terminals including various other components,
such as a battery, speaker, and antennas (not shown).

The disclosure is operational with numerous other general
purpose or special purpose computing system environments
or configurations. Examples of well-known computing sys-
tems, environments, and/or configurations that may be suit-
able for use with the disclosure include, but are not limited to,
personal computers, server computers, hand-held or laptop
devices, smartphones, multiprocessor systems, microproces-
sor-based systems, set top boxes, programmable consumer
electronics, network PCs, minicomputers, mainframe com-
puters, distributed computing environments that include any
of the above systems or devices, and the like.

Referring to FIG. 2, an illustrative system 200 for imple-
menting methods according to the present disclosure is
shown. As illustrated, system 200 may include one or more
workstations 201. Workstations 201 may be local or remote,
and are connected by one or more communications links 202
to computer network 203 that is linked via communications
links 205 to server 204. In system 200, server 204 may be any
suitable server, processor, computer, or data processing
device, or combination of the same.

Computer network 203 may be any suitable computer net-
work including the Internet, an intranet, a wide-area network
(WAN), a local-area network (LAN), a wireless network, a
digital subscriber line (DSL) network, a frame relay network,
an asynchronous transfer mode (ATM) network, a virtual
private network (VPN), or any combination of any of the
same. Communications links 202 and 205 may be any com-
munications links suitable for communicating between work-
stations 201 and server 204, such as network links, dial-up
links, wireless links, hard-wired links, etc.

The steps that follow in the Figures may be implemented
by one or more of the components in FIGS. 1 and 2 and/or
other components, including other computing devices.

In accordance with one aspect, a method is provided for
detecting the presence of malware and/or monitoring a com-
puter device. FIG. 3 shows a flowchart of an exemplary
embodiment of the method. In this exemplary embodiment,
step 301 is installing a benign malware indicator on a com-
puting device or on a group of computing devices. In some
embodiments, any antivirus software or malware protection
software programs installed on the one or more computing
devices or that remotely monitor the one or more computing
devices are configured to explicitly ignore the presence of the
benign malware indicator since it is known to be a non-
harmful entity. In step 302, the one or more computing
devices are monitored for the continued presence of the
benign malware indicator or for alterations to or attempts to
access the indicator.

By virtue of its presence on the computing device, the
indicator will show that it is likely that no new malware
variants have infected the computing device. This is because
as malware becomes more and more sophisticated, the instal-
lation of malware may actually result in the removal of mal-
ware that was previously installed on the computing device.
In this manner, the newly installed malware does not have to
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“compete” with previously installed malware variants and
can more easily achieve its own goals. Thus, if no new mal-
ware is installed on the same computing device, the benign
malware indicator should remain present on the computing
device. While older, less sophisticated malware may not tar-
get existing malware infections, these types of programs are
much more likely to be rebuffed using existing protection
techniques such as scanning for known malware signatures.

Once installed on a computing device, malware typically
leaves multiple pieces of evidence of its presence although
this evidence may be difficult to detect. Therefore, by install-
ing a benign malware indicator that resembles a piece of
evidence resulting from a genuine malware infection,
embodiments of the method allow the controlled installation
of a file or other indicator that will be targeted by new mal-
ware infections but will not cause any detrimental effects to
the computing device in the meantime as a genuinely mali-
cious malware program would.

In this manner, the presence or absence of the benign
indicator alone can flag the likely presence of a new, genu-
inely malicious piece of malware that would be too sophisti-
cated to easily and quickly detect by conventional methods.
As the detection method may be tied to the monitoring a
single file or other piece of evidence, these embodiments of
the method advantageously allow the rapid detection of new
malware variants that would avoid signature based compari-
sons without the consumption of system resources required
by heuristic techniques. Even when the malware remains
unidentified, the notification of its presence alone can allow
beneficial actions such as the prevention of further infection
of other devices on the network. Moreover, since few genuine
software programs will delete unaffiliated files, these
embodiments also mitigate the possibility of false positives
associated with heuristic techniques.

In some embodiments of the method, the benign indicator
is an inert, harmless or non-functional file or a modification to
an existing file that copies, mimics or otherwise resembles an
indicator or evidence of the presence of a genuinely malicious
malware program. In exemplary embodiments where the
benign indicator only resembles a single piece of evidence of
genuine malware, the computing device’s antivirus program
can be configured to ignore that one particular piece of evi-
dence but still scan for and remove the other types of evidence
typically associated with malware. In this manner, these
embodiments can still provide a wide scope of protection
using traditional methods of malware detection and preven-
tion if desired. In embodiments where multiple pieces of
evidence are installed, the antivirus program may be pro-
grammed to ignore the presence of the multiple pieces but still
scan for and remove other types of evidence.

The benign malware indicator may be any type of file,
code, or modification to an existing file that would be targeted
for modification, appropriation, or removal by a subsequent
and genuine malware infection. In certain embodiments, the
benign malware indicator may be a known malware signa-
ture, a hook, a kernel driver, a new or modified DLL file, a
modified registry key, a modified system file, a connection
and socket, an API function, packed code, or a combination
thereof. As discussed in more detail below, in certain embodi-
ments the malware indicator is an installed malware program
rather than one or more pieces of evidence indicative of
malware presence.

In this exemplary embodiment, step 303 is the detection of
the absence of the benign malware indicator when it is
removed or altered. The monitoring and detection steps can
be accomplished through any standard techniques known in
the art. In certain embodiments, the monitoring and detection
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are accomplished using a subject and observer pattern, one or
more polling techniques, one or more push techniques, or a
combination thereof.

Once the presence of the benign malware indicator is no
longer detected there are a variety of possible response
actions. In some embodiments, including the embodiment
shown in FIG. 3, a notification that the benign malware indi-
cator is no longer present on the one or more computing
devices is sent in step 304. The content of the notification and
its target can take many forms. For example, in some embodi-
ments the notification is sent to the user of the computing
device through the graphical user interface. In certain of these
embodiments, the notification may alert the user that there is
a recently acquired malware infection, urge the user to run
their antivirus program, urge the user to update their antivirus
program, urge the user to take a particular action such as
disabling certain functionalities of their computing device,
urge the user to contact an [T employee or professional, offer
to perform one or more of the foregoing actions, automati-
cally begin performing one or more of the foregoing actions
and notifying the user of the performed actions, or a combi-
nation thereof.

The installation of the one or more indicators and the
subsequent monitoring and notification can involve any num-
ber of computing devices. For example, a single computing
device can be used to install the indicator on itself, monitor
itself for the continued presence, and send a notification to an
appropriate program on the computing device or to the user of
the computing device. In other embodiments, a network
server, such as command and control server, or a different
computing device on the same network can be responsible for
one or more of these steps, or be the target of the subsequent
notification.

As additional representative examples, in various exem-
plary embodiments the notification may be sent to a server of
the network, such as command and control server, or directly
to an I'T employee or professional. In some embodiments, the
content of the notification identifies the particular computing
device or devices where the benign malware indicator is no
longer present. By prompting sending an alert in this manner,
the network administrator, IT employee or professional or
other relevant party is quickly alerted to the presence of a new
malware infection that was sophisticated enough to avoid
traditional inspection and filtering techniques. In certain
embodiments, a server receives the notification and automati-
cally takes a responsive action, including but not limited to
quarantining the infected device or devices from the network.
The rapid notification, amongst other benefits, allows the
appropriate corrective action to be taken to preserve the secu-
rity of the network and/or any associated computing devices
and can help minimize the damage to the infected computing
device.

Various embodiments of the method can comprise addi-
tional steps. For example, the method can optionally include,
responsive to detecting removal of the at least one benign
malware indicator from the at least one of the one or more
computing devices, performing an antivirus scan on the one
or more computing devices where the benign malware indi-
cator is detected as absent. This scan may be performed
immediately, before the notification is sent, after the notifi-
cation is sent, or at the same time the notification is sent. In
certain embodiments, a notification is not sent and the scan is
the substantive response to the new malware infection, or
comprises a portion of the response in conjunction with other
actions. In various embodiments, the method may include
updating the antivirus program used on the one or more
computing devices, or the program used by the network
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administrator or server to monitor the one or more computing
devices, after the benign malware indicator is no longer
detected as present. In these embodiments, the antivirus scan
may be subsequently performed using the updated program.
As the malware infection is likely to be a relatively new
malware variant, having the most recent signature informa-
tion available will increase the odds that the subsequent virus
scan is able to quickly identify the new malware infection.

In certain other embodiments, steps are included to help
identify the source of the new malware infection. For
example, downloads for a determined time period can be
identified and logged to facilitate subsequent analysis of these
files. This time period can be any appropriate time period
ending at the time the benign malware indicator was no longer
detected, including but not limited to the minute prior, the five
minutes prior, the ten minutes prior, the thirty minutes prior,
the hour prior, eight hours prior, a day prior, and so on, or the
time period spanning from when the device was last booted to
the time the benign malware indicator was no longer detected.
In various embodiments, an IT employee or professional can
enter the time period to be logged by the embodiment of the
method. In other exemplary embodiments, any newly created
files, recently executed files, recently opened files, and/or
recently modified files can be identified and logged. The
relevant time period for these steps can be any appropriate
time period, including but not limited to those discussed
above.

FIG. 4 shows a flowchart of another exemplary embodi-
ment of the method, where the steps of this exemplary
embodiment or a subset of its steps can be combined with any
or all of the steps described above. Any of the additional
features or components described above may also be used in
this embodiment of the method and vice versa. In this exem-
plary embodiment, the step 401 includes installing a benign
malware indicator on a computing device or on a group of
computing devices. In step 402, the one or more computing
devices are monitored for the continued presence of the
benign malware indicator. If any subsequent event removes or
alters the benign malware indicator, the absence of the benign
malware indicator may be detected in step 403.

As discussed above, while a new, genuine malware infec-
tion may be responsible for removing the benign malware
indicator, other types of software may also be responsible.
While users on a secured network are often asked to utilize
only previously approved software, users may still install
additional programs on their own computing devices. These
actions can compromise the security of their own computing
device or network even if this was not the intended result of
the user. The exemplary embodiment illustrated in FIG. 4 and
other exemplary embodiments of the method, amongst other
benefits and advantages, may provide notification of these
types of unauthorized software installations.

FIG. 4 illustrates an exemplary embodiment of a method
that provides such notification. In step 404, all software pro-
grams on the one or more computing devices or a plurality of
software programs may be identified. In step 405, the identi-
fied programs are compared to a list of approved software
programs, such as a list prepared by a network administrator
or an I'T employee or professional. If the comparison shows
the presence of one or more unauthorized programs, a noti-
fication is sent. In some embodiments, the notification iden-
tifies the particular one or more computing devices as well as
the particular identified programs. In others the notification
may simply flag the one or more computing devices for fur-
ther examination or inspection. The notification of unautho-
rized programs can be sent after a notification that the benign
malware indicator is no longer present, can be substituted for
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a notification stating the indicator is no longer present, or can
be part of the notification stating the benign indicator is no
longer present. In certain embodiments multiple notifications
can be sent, such as one for each unauthorized program, one
for each computing device with at least one unauthorized
program, or both (e.g., one notification per unauthorized pro-
gram per device).

In certain exemplary embodiments, the identifying and
comparing steps are limited to a subset of software programs.
For example, in some embodiments only the most recently
installed, downloaded and/or opened programs will be iden-
tified and compared to the approved list. In some embodi-
ments, programs installed or downloaded since an IT
employee issued the computing device, or installed since the
last boot of the computer, or a combination of any of the above
are compared to the approved list. In certain embodiments, a
particular group of programs, such as those recently down-
loaded, are identified and compared first, with other groups
then subsequently identified and compared if no unauthorized
programs are found. In various embodiments, the groups are
prioritized in the order of being the most likely to be respon-
sible for the removal of the benign indicator, where in certain
embodiments this order is determined by a network adminis-
trator or an IT employee or professional.

In certain other embodiments, the identified software pro-
grams consist of or comprise some or all of the antivirus
programs installed on the one or more computing devices. In
some of these embodiments, the list of approved software
programs consists of or comprises approved antivirus pro-
grams. Since relatively few types of genuine and non-mali-
cious software programs outside of antivirus programs will
delete files unaffiliated with other programs, these embodi-
ments are directed to evaluating the programs that may be the
most likely cause of the removal of the benign malware indi-
cator. In various embodiments, however, other groups of pro-
grams including but not limited to those described above may
also be evaluated.

In some embodiments of the method, including those illus-
trated in FIGS. 3 and 4, the at least one benign malware
indicator is an installed malware program rather than evi-
dence indicative of malware, and the method further com-
prises configuring the antivirus program used to protect the
one or more computing devices or configuring the other
appropriate protection mechanisms to prevent any undesired
effects resulting from or attributable to the presence of the
installed malware. For security reasons, these embodiments
should be limited to known types of malware where there is a
high degree of confidence the current antivirus program or
other measures can prevent any undesired effects. In certain
embodiments, one or more of the functionalities of the mal-
ware may be allowed to function if it can provide a useful and
controllable functionality. Provided these requirements can
be met, any type of malware can be used as the benign indi-
cator, or one or more pieces of evidence created by the con-
trolled, installed malware can function as individual benign
malware indicators, expanding the scope of protection by
making it more likely a subsequent infection will target one or
more of the benign indicators.

These descriptions of the method are merely exemplary. In
certain embodiments, the method comprises additional com-
binations or substitutions of some or all of the steps, compo-
nents and features described above. Moreover, additional and
alternative suitable variations, features and steps for the
method will be recognized by those skilled in the art given the
benefit of this disclosure.

Other aspects of the disclosure relate to an apparatus. Any
of the features discussed in the exemplary embodiments of
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the method may be features of embodiments of the apparatus
and vice versa. Moreover, any of the steps of embodiments of
the method may be performed by the apparatus, and any
actions described below performed by the apparatus may be
included in embodiments of the method. In certain embodi-
ments, the apparatus comprises at least one processor, at least
one non-transitory computer-readable medium, the medium
having stored therein computer executable instructions, that
when executed by the at least one processor, cause the appa-
ratus to install at least one benign malware indicator on one or
more computing devices, monitor the one or more computing
devices for the presence of the at least one benign malware
indicator, and responsive to detecting the removal of the indi-
cator from at least one computing device, send a notification
when the at least one benign malware indicator is no longer
detected as present on the one or more computing devices.

In some exemplary embodiments, the computer executable
instructions further cause the apparatus to, responsive to
detecting removal of the at least one benign malware indicator
from the at least one of the one or more computing devices,
perform an antivirus scan on the one or more computing
devices where the at least one benign malware indicator is no
longer present. In certain of these embodiments, the computer
executable instructions further cause the apparatus to, respon-
sive to detecting removal of the at least one benign malware
indicator from the at least one of the one or more computing
devices, update an antivirus program before the apparatus
performs the antivirus scan on the one or more computing
devices, wherein the apparatus subsequently performs the
antivirus scan using the updated antivirus program.

In various exemplary embodiments, the computer execut-
able instructions further cause the apparatus to identify all
software programs or a plurality of software programs
installed on the one or more computing devices, compare the
installed software programs to a list of approved software
programs, and send a notification indicating the presence of
an unauthorized software program for one or more of the
installed software program that are not approved software
programs. In some of these embodiments the computer
executable instructions cause the apparatus to identify some
or all of the antivirus programs installed on the one or more
computing devices, compare the installed antivirus programs
to a list of approved antivirus programs, and send a notifica-
tion indicating the presence of an unauthorized antivirus pro-
gram for one or more identified antivirus programs that are
not approved antivirus programs.

In some exemplary embodiments, the least one benign
malware indicator is an installed malware program, and the
antivirus program used to protect the one or more computing
devices is configured to prevent any undesired effects result-
ing from the presence of the installed malware. In certain
embodiments, the apparatus monitors the one or more com-
puting devices for the presence of the at least one benign
malware indicator using a subject and observer pattern, poll-
ing techniques, push techniques, or a combination thereof. In
various embodiments the at least one benign malware indi-
cator is a known malware signature, a hook, a kernel driver, a
new or modified DLL file, a modified registry key, a modified
system file, a connection and socket, an API function, packed
code, or a combination thereof.

These apparatus descriptions are merely exemplary. In cer-
tain embodiments, the apparatus comprises additional com-
binations or substitutions of some or all of the components
described above. Additional and alternative suitable varia-
tions, forms and components for the apparatus will be recog-
nized by those skilled in the art given the benefit of this
disclosure.
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Other aspects of the disclosure relate to one or more non-
transitory computer-readable media storing computer-read-
able instructions. In certain embodiments, the one or more
non-transitory computer-readable media store computer-
readable instructions that, when executed by at least one
computer, cause the at least one computer to install at least
one benign malware indicator on one or more computing
devices, monitor the one or more computing devices for the
presence of the at least one benign malware indicator, detect
the indicator is no longer present, and responsive to detecting
the indicator is no longer present, send a notification, perform
an antivirus scan on each of the one or more computing
devices, disable the one or more computing devices’ network
connection, or a combination thereof.

In various embodiments, the instructions stored on the one
or more non-transitory computer-readable media further
cause the at least one computer to identify some or all of
software programs installed on the one or more computing
devices, compare the installed software programs to a list of
approved software programs, and send a notification indicat-
ing the presence of an unauthorized software program for
some or all of the installed software programs that are not
approved software programs. In certain embodiments, the
instructions cause the at least one computer to monitor the one
or more computing devices for the presence of the at least one
benign malware indicator using a subject and observer pat-
tern, polling techniques, push techniques, or a combination
thereof. In some embodiments, the at least one benign mal-
ware indicator is a known malware signature, a hook, a kernel
driver, a new or modified DLL file, a modified registry key, a
modified system file, a connection and socket, an API func-
tion, packed code, or a combination thereof.

These non-transitory media descriptions are merely exem-
plary. In certain embodiments, the non-transitory media com-
prise additional combinations or substitutions of some or all
of the features or aspects described above. Additional and
alternative suitable variations, forms and combinations will
be recognized by those skilled in the art given the benefit of
this disclosure.

What is claimed is:

1. A computer-implemented method comprising:

installing, using a computer processor, at least one benign

malware indicator on one or more computing devices,
wherein the at least one benign malware indicator is an
installed malware program;

configuring, using the computer processor, an antivirus

program used to protect the one or more computing
devices to prevent one or more undesired effects attrib-
utable to the installed malware program;

monitoring, using the computer processor, the one or more

computing devices for the at least one benign malware
indicator, and

responsive to determining that the at least one benign mal-

ware indicator is no longer detected as present on at least
one of the one or more computing devices, sending,
using the computer processor, a notification indicating
that the at least one benign malware indicator is no
longer detected as present on the at least one of the one
or more computing devices.

2. The computer-implemented method of claim 1, wherein,
responsive to determining that the at least one benign mal-
ware indicator is no longer detected as present on at least one
of the one or more computing devices, the method further
comprises performing, using the computer processor, an anti-
virus scan on the at least one of the one or more computing
devices.
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3. The computer-implemented method of claim 2, wherein,
responsive to determining that the at least one benign mal-
ware indicator is no longer detected as present on at least one
of the one or more computing devices, the method further
comprises updating, using the computer processor, the anti-
virus program on the at least one of the one or more comput-
ing devices, wherein the antivirus scan is performed on the at
least one of the one or more computing devices subsequent to
the antivirus program being updated.
4. The computer-implemented method of claim 1, further
comprising:
responsive to detecting removal of the at least one benign
malware indicator from the at least one of the one or
more computing devices, identifying, using the com-
puter processor, a plurality of software programs
installed on the one or more computing devices;

comparing, using the computer processor, each of the plu-
rality of software programs to a list of approved software
programs to identify one or more unauthorized software
programs installed on at least one of the one or more
computing devices; and

sending, using the computer processor, a notification indi-

cating that the one or more unauthorized software pro-
grams are installed on the at least one of the one or more
computing devices.

5. The computer-implemented method of claim 4, wherein
the plurality of software programs installed on the one or
more computing devices includes one or more antivirus pro-
grams installed on the one or more computing devices,
wherein the list of approved software programs comprises
one or more approved antivirus programs, and wherein the
notification indicates an unauthorized antivirus program is
present.

6. The computer-implemented method of claim 1, wherein
monitoring the one or more computing devices for the at least
one benign malware indicator comprises using at least one of
a subject and observer pattern, one or more polling tech-
niques, or one or more push techniques.

7. An apparatus comprising:

at least one processor; and

at least one non-transitory computer-readable medium

having stored therein computer executable instructions,

that when executed by the at least one processor, cause

the apparatus to:

install at least one benign malware indicator on one or
more computing devices;

detect removal of the at least one benign malware indi-
cator from at least one of the one or more computing
devices; and

responsive to detecting removal of the at least one
benign malware indicator from the at least one of the
one or more computing devices, send a notification
indicating removal of the at least one benign malware
indicator from the at least one of the one or more
computing devices;

wherein the at least one benign malware indicator is an

installed malware program, and wherein an antivirus
program used to protect the one or more computing
devices is configured to prevent one or more undesired
effects attributable to the installed malware program.

8. The apparatus of claim 7, wherein the computer execut-
able instructions further cause the apparatus to, responsive to
detecting removal of the at least one benign malware indicator
from the at least one of the one or more computing devices,
perform an antivirus scan on the at least one of the one or more
computing devices.
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9. The apparatus of claim 8, wherein the computer execut-
able instructions further cause the apparatus to, responsive to
detecting removal of the at least one benign malware indicator
from the at least one of the one or more computing devices,
update the antivirus program before the apparatus performs
the antivirus scan on the at least one of the one or more
computing devices.

10. The apparatus of claim 7, wherein the computer execut-
able instructions further cause the apparatus to:

responsive to detecting removal of the at least one benign

malware indicator from the at least one of the one or
more computing devices, identitfy a plurality of software
programs installed on the one or more computing
devices;

compare each of the plurality of software programs to a list

of approved software programs to identify one or more
unauthorized software programs installed on at least one
of the one or more computing devices; and

send a notification indicating that the one or more unau-

thorized software programs are installed on the at least
one of the one or more computing devices.

11. The apparatus of claim 10, wherein the plurality of
software programs installed on the one or more computing
devices includes one or more antivirus programs installed on
the one or more computing devices, wherein the list of
approved software programs comprises one oOr more
approved antivirus programs, and wherein the notification
indicates an unauthorized antivirus program is present.

12. The apparatus of claim 7, wherein the apparatus is
configured to detect removal of the at least one benign mal-
ware indicator from the at least one of the one or more com-
puting devices using at least one of a subject and observer
pattern, one or more polling techniques, or one or more push
techniques.

13. One or more non-transitory computer-readable media
storing computer-readable instructions that, when executed
by at least one computer, cause the at least one computer to:

install at least one benign malware indicator on one or more

computing devices;

monitor the one or more computing devices for the at least

one benign malware indicator;
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detect that the at least one benign malware indicator is no
longer present on at least one of the one or more com-
puting devices; and

responsive to detecting that the at least one benign malware

indicator is no longer present on the at least one of the

one or more computing devices:

send a notification indicating that the at least one benign
malware indicator is no longer present on the at least
one of the one or more computing devices;

perform an antivirus scan on each of the at least one of
the one or more computing devices;

disable a network connection of each of the least one of
the one or more computing devices;

or a combination thereof;,

wherein the at least one benign malware indicator is an

installed malware program, and wherein an antivirus

program used to protect the one or more computing

devices is configured to prevent one or more undesired

effects attributable to the installed malware program.

14. The one or more non-transitory computer-readable
media of claim 13, the computer-readable instructions further
causing the at least one computer to:

responsive to detecting removal of the at least one benign

malware indicator from the at least one of the one or
more computing devices, identify a plurality of software
programs installed on the one or more computing
devices;

compare each of the plurality of software programs to a list

of approved software programs to identify one or more
unauthorized software programs installed on at least one
of the one or more computing devices; and

send a notification indicating that the one or more unau-

thorized software programs are installed on the at least
one of the one or more computing devices.

15. The one or more non-transitory computer-readable
media of claim 13, wherein the computer-readable instruc-
tions cause the at least one computer to detect that the at least
one benign malware indicator is no longer present on at least
one of the one or more computing devices by utilizing at least
one of a subject and observer pattern, one or more polling
techniques, or one or more push techniques.
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